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	Pre‑Audit Questionnaire and 
	Reliability Standard Audit Worksheet

	Registered Entity: (Must be completed by the Compliance Enforcement Authority)

	NCR Number: (Must be completed by the Compliance Enforcement Authority)

	Compliance Assessment Method(s):	Complaint, Self Reporting, and     
	Compliance Violation Investigation

	Applicable Function(s):	All

	Registered Entity responses to this Questionnaire and Reliability Standard Audit 
	Worksheet must be verified under oath.  NERC has included a form of verification 
	suitable for execution in the Appendix.





	Disclaimer
	
	NERC developed the Reliability Standard Audit Worksheet (RSAW) language to add 
	clarity and consistency to the Compliance Enforcement Authority’s assessment of 
	compliance with this Reliability Standard.  Additional detail included in the RSAW 
	language provides the methodology that NERC has elected to use to assess requirements 
	and should not be considered additional Reliability Standard requirements.  NERC 
	Reliability Standards are updated frequently.  Please note that the NERC RSAW language 
	contained within this document, provides a non‑exclusive list, for informational purposes 
	only, of the examples of evidence a registered entity may produce and adherence to the 
	examples contained within the RSAW language does not necessarily constitute 
	compliance with the applicable Reliability Standard Requirements. 
	  
	The NERC RSAW language is written to specific versions of each NERC Reliability 
	Standard.  RSAW language users should choose the applicable RSAW language version 
	of the NERC Reliability Standard being assessed.  It is the responsibility of the registered 
	entity to verify its compliance with the latest approved version of the Reliability Standards 
	applicable to its registration.  The latest version of the Reliability Standards is posted on 
	the NERC website.  
	<http://www.nerc.com/page.php?cid=2|20>  
	 
	This document includes excerpts from FERC Orders and other regulatory references.  
	Order cites are provided for ease of reference only and do not necessarily include all 
	applicable Order provisions.  The text of the Order prevails.




	MOD‑006‑0 ‑ Procedures for the Use of Capacity Benefit Margin Values


	Purpose: 
	To promote the consistent and uniform use of transmission Transfer Capability margins 
	calculations among transmission system users

	Applicability:
	Transmission Service Provider

	NERC BOT Approval Date: 2/8/2005

	FERC Approval Date: 3/16/2007

	Reliability Standard Enforcement Date in the United States: 6/18/2007


Subject Matter Experts
Identify your company’s subject matter expert(s) responsible for this Reliability Standard.  
Include the person's title, organization, phone number and the requirement(s).  The 
personnel listed must be available during the compliance audit.  Should there be a conflict 
in scheduling the appropriate individuals, please notify the audit team lead.


Response: (Registered Entity Response Required)

	SME Name(s), Title, Organization, Phone, Email, Requirement(s)
	1. 
	2. 
	3. 




	
	Excerpts from Regulatory Authority Orders
	(Reference Information)

	Order 693

	http://www.nerc.com/files/order_693.pdf

	P1006	"The Modeling, Data and Analysis group of Reliability Standards is intended to 
	standardize methodologies and system data needed for traditional transmission 
	systemoperation and expansion planning, reliability assessment and the 
	calculation of available transfer capability (ATC) in an open access environment. 
	The 23 MOD Reliability Standards may be grouped into four distinct categories. 
	The first category covers methodology and associated documentation, review 
	and validation of Total Transfer Capability (TTC), ATC, Capacity Benefit 
	Margin (CBM) and Transmission Reliability Margin (TRM) calculations. 
	(Footnote 317: MOD‑001‑0 through MOD‑009‑0.) The second category covers 
	steady‑state and dynamics data and models.(Footnote 318: MOD‑010‑0 through 
	MOD‑015‑0.) The third category covers actual and forecast demand data. 
	(Footnote 319: MOD‑016‑0 through MOD‑021‑0.)  The fourth category covers 
	verification of generator real and reactive power capability. (Footnote 320: 
	MOD‑024‑1 through MOD‑025‑1.)"
	P1011	"We reject ISO/RTO Council and ISO‑NE’s request that we defer our approval 
	of Reliability Standards from the MOD group that incorporate references to the 
	13 fill‑inthe‑blank standards. While we understand ISO/RTO Council and 
	ISO‑NE’s concern about cross‑referencing pending Reliability Standards, the 
	data that is needed will be provided as described in the Common Issues section. 
	In the interim, compliance with the pending Reliability Standards should 
	continue on a voluntary basis, and the Commission considers compliance with 
	them a matter of good utility practice."
	P1089	"The purpose of MOD‑006‑0 is to promote the consistent and uniform use of 
	transmission CBM calculations among transmission system users. MOD‑006‑0 
	requires that each transmission service provider document its procedure for the 
	scheduling of energy against a CBM reservation and make the procedure 
	available on a website accessible by the regional reliability organization, NERC 
	and transmission users."
	P1101	"We also reiterate the direction in Order No. 890 that CBM should have a zero 
	value in the calculation of non‑firm ATC because non‑firm service may be 
	curtailed so that CBM can be used. CBM is reserved as part of the firm transfer 
	capability so that it is available when needed for energy emergencies. We 
	determine that each LSE should be permitted to call for use of CBM, provided 
	all of the other Requirements of R1.1 are met. We direct that CBM may be 
	implemented up to the reserved value when a LSE is facing firm load 
	curtailments."


	Order 693

	http://www.nerc.com/files/order_693.pdf

	P1102	 “We adopt the NOPR proposal that CBM should be used only when the LSE’s 
	local generation capacity is insufficient to meet balancing Reliability Standards, 
	with the clarification that the local generation is that generation capacity that is 
	either owned or contracted for by the LSE… that just because the balancing 
	authority has sufficient generation does not mean that there is transmission 
	capacity to deliver the energy to the LSE.  The Commission finds that such a 
	scenario would violate existing transmission operating and transmission planning 
	Reliability Standards.  There is an explicit requirement in the transmission 
	operating standards that generation reserves must be deliverable to load. Also, 
	there is an explicit requirement in the transmission planning standards that all 
	firm load must be supplied under various system conditions with and without 
	contingencies. The Commission is not prescribing how these requirements 
	should be met.  There are a variety of approaches to do so, including adequate 
	transmission capability, local or dynamic generation transfers into the area or 
	DSM.  … our proposal does not take into account the availability of these 
	resources unless they are under contract with the LSE to provide this service.  
	We developed our NOPR proposal on the rationale derived from the CBM 
	concept, and believe that if there are enough resources to meet generation 
	reliability criteria within the balancing authority, there is no need to request 
	CBM”
	P1104	"With regard to TAPS’s comments concerning its assumption that the 
	Commission would not be approving the Version 0 standards on these issues, 
	but would continue to address them in the OATT Reform proceeding, the 
	Commission finds that MOD‑006‑0 and MOD‑007‑0 do not establish CBM 
	values, but rather address CBM implementation and documentation. The 
	implementation of CBM has critical implications for the reliable operation of the 
	Bulk‑Power System and we find that these Reliability Standards should be 
	mandatory and enforceable. The competitively significant issue is to assure that 
	there is no double‑counting of CBM and to determine the magnitude of CBM 
	which is addressed in other Reliability Standards that the Commission has not 
	approved or remanded."





	MOD‑006‑0 Questions

	Question: Describe where your procedure is posted for CBM, and who has access to the 
	site.  Please attach a snapshot of the screen

	Response: (Registered Entity Response Required)

	Enter Response Here:

	Question: Describe your procedure on the use of Capacity Benefit Margin, and under 
	what conditions it can be used. Please attach a copy of the procedure.

	Response: (Registered Entity Response Required)

	Enter Response Here:

	Other ‑ the list of questions above is not all inclusive of evidence required to show 
	compliance with the Reliability Standard.  Provide additional information here. 

	Response: (Registered Entity Response Required)

	Enter Response Here:

	MOD‑006‑0 – Supporting Evidence and Documentation

	Response: (Registered Entity Response Required)

	     Evidence References (applicable documents), Page & Section, Date & Version
	1. 
	2. 
	3. 




	R1. ‑ Language from Reliability Standard      VRF ‑ LOWER


	Each Transmission Service Provider shall document its procedure on the use of Capacity 
	Benefit Margin (CBM) (scheduling of energy against a CBM reservation).  The 
	procedure shall include the following three components:

	Applicable To:

	TSP


	2009 Compliance Monitoring Methods identified for: MOD‑006‑0 R1.:
	
	Complaint
	
	Compliance Violation Investigation
	
	Self Reporting


	Compliance Assessment Approach Specific to 	MOD‑006‑0 R1.

	This section must be completed by the Compliance Enforcement Authority.

	___	Verify the TSP has documented its procedure for the use of CBM.

	___	Verify the TSP procedures have the following three components

	___	Other ‑ the list above is not all inclusive of evidence required to show compliance with the 
	Reliability Standard.

	MOD‑006‑0 R1. ‑ Compliance Enforcement Authority Notes (detailed):

	This section must be completed by the Compliance Enforcement Authority.

	Template

	Type detailed Compliance Enforcement Authority Notes Here:
	

	Record Additional Evidence Reviewed During Compliance Assessment, Date and 
	Version
	1. 
	2. 
	3. 





	R1. ‑ Statement Regarding Registered Entity's Compliance

	This section must be completed by the Compliance Enforcement Authority.

	Violation Risk Factor: LOWER

	Enter Violation Severity Level:	__________________

	For each Possible Violation Finding, Specify the following:
	
	Registered Function in violation: 
	
	Specify the nature of the possible violation in detail: 
	
	Specify the duration of the possible violation in detail: 
	
	Note: Provide as much detail as possible to help the enforcement staff develop 
	an audit finding summary for the source document in the record.





	R1.1. ‑ Language from Reliability Standard      VRF ‑ LOWER


	Require that CBM be used only after the following steps have been taken (as time 
	permits): all non‑firm sales have been terminated, Direct‑Control Load Management has 
	been implemented, and customer interruptible demands have been interrupted.  CBM 
	may be used to reestablish Operating Reserves.

	Applicable To:

	TSP


	2009 Compliance Monitoring Methods identified for: MOD‑006‑0 R1.1.:
	
	Complaint
	
	Compliance Violation Investigation
	
	Self Reporting


	Compliance Assessment Approach Specific to 	MOD‑006‑0 R1.1.

	This section must be completed by the Compliance Enforcement Authority.

	___	Verify the procedure requires that CBM be used only after the following steps have been 
	taken (as time permits): all non‑firm sales have been terminated, Direct‑Control Load 
	Management has been implemented, and customer interruptible demands have been 
	interrupted.  
	Note:  CBM may be used to reestablish Operating Reserves.

	___	Other ‑ the list above is not all inclusive of evidence required to show compliance with the 
	Reliability Standard.

	MOD‑006‑0 R1.1. ‑ Compliance Enforcement Authority Notes (detailed):

	This section must be completed by the Compliance Enforcement Authority.

	Template

	Type detailed Compliance Enforcement Authority Notes Here:
	

	Record Additional Evidence Reviewed During Compliance Assessment, Date and 
	Version
	1. 
	2. 
	3. 



	R1.1. ‑ Statement Regarding Registered Entity's Compliance

	This section must be completed by the Compliance Enforcement Authority.

	Violation Risk Factor: LOWER

	Enter Violation Severity Level:	__________________

	For each Possible Violation Finding, Specify the following:
	
	Registered Function in violation: 
	
	Specify the nature of the possible violation in detail: 
	
	Specify the duration of the possible violation in detail: 
	
	Note: Provide as much detail as possible to help the enforcement staff develop 
	an audit finding summary for the source document in the record.





	R1.2. ‑ Language from Reliability Standard      VRF ‑ LOWER


	Require that CBM shall only be used if the Load‑Serving Entity calling for its use is 
	experiencing a generation deficiency and its Transmission Service Provider is also 
	experiencing Transmission Constraints relative to imports of energy on its transmission 
	system.

	Applicable To:

	TSP


	2009 Compliance Monitoring Methods identified for: MOD‑006‑0 R1.2.:
	
	Complaint
	
	Compliance Violation Investigation
	
	Self Reporting


	Compliance Assessment Approach Specific to 	MOD‑006‑0 R1.2.

	This section must be completed by the Compliance Enforcement Authority.

	___	Verify the procedure requires that CBM shall only be used if the Load‑Serving Entity 
	calling for its use is experiencing a generation deficiency and its Transmission Service 
	Provider is also experiencing Transmission Constraints relative to imports of energy on its 
	transmission system.

	___	Other ‑ the list above is not all inclusive of evidence required to show compliance with the 
	Reliability Standard.

	MOD‑006‑0 R1.2. ‑ Compliance Enforcement Authority Notes (detailed):

	This section must be completed by the Compliance Enforcement Authority.

	Template

	Type detailed Compliance Enforcement Authority Notes Here:
	

	Record Additional Evidence Reviewed During Compliance Assessment, Date and 
	Version
	1. 
	2. 
	3. 



	R1.2. ‑ Statement Regarding Registered Entity's Compliance

	This section must be completed by the Compliance Enforcement Authority.

	Violation Risk Factor: LOWER

	Enter Violation Severity Level:	__________________

	For each Possible Violation Finding, Specify the following:
	
	Registered Function in violation: 
	
	Specify the nature of the possible violation in detail: 
	
	Specify the duration of the possible violation in detail: 
	
	Note: Provide as much detail as possible to help the enforcement staff develop 
	an audit finding summary for the source document in the record.





	R1.3. ‑ Language from Reliability Standard      VRF ‑ LOWER


	Describe the conditions under which CBM may be available as Non‑Firm Transmission 
	Service.

	Applicable To:

	TSP


	2009 Compliance Monitoring Methods identified for: MOD‑006‑0 R1.3.:
	
	Complaint
	
	Compliance Violation Investigation
	
	Self Reporting


	Compliance Assessment Approach Specific to 	MOD‑006‑0 R1.3.

	This section must be completed by the Compliance Enforcement Authority.

	___	Verify the procedure describes the conditions under which CBM may be available as 
	Non‑Firm Transmission Service.

	___	Other ‑ the list above is not all inclusive of evidence required to show compliance with the 
	Reliability Standard.

	MOD‑006‑0 R1.3. ‑ Compliance Enforcement Authority Notes (detailed):

	This section must be completed by the Compliance Enforcement Authority.

	Template

	Type detailed Compliance Enforcement Authority Notes Here:
	

	Record Additional Evidence Reviewed During Compliance Assessment, Date and 
	Version
	1. 
	2. 
	3. 





	R1.3. ‑ Statement Regarding Registered Entity's Compliance

	This section must be completed by the Compliance Enforcement Authority.

	Violation Risk Factor: LOWER

	Enter Violation Severity Level:	__________________

	For each Possible Violation Finding, Specify the following:
	
	Registered Function in violation: 
	
	Specify the nature of the possible violation in detail: 
	
	Specify the duration of the possible violation in detail: 
	
	Note: Provide as much detail as possible to help the enforcement staff develop 
	an audit finding summary for the source document in the record.





	R2. ‑ Language from Reliability Standard      VRF ‑ LOWER


	Each Transmission Service Provider shall make its CBM use procedure available on a 
	web site accessible by the Regional Reliability Organizations, NERC, and transmission 
	users.

	Applicable To:

	TSP


	2009 Compliance Monitoring Methods identified for: MOD‑006‑0 R2.:
	
	Complaint
	
	Compliance Violation Investigation
	
	Self Reporting


	Compliance Assessment Approach Specific to 	MOD‑006‑0 R2.

	This section must be completed by the Compliance Enforcement Authority.

	___	Verify the TSP has made its CBM procedure available on a website that is accessible by:
	Regional Reliability Organization 
	NERC
	Transmission users

	___	Other ‑ the list above is not all inclusive of evidence required to show compliance with the 
	Reliability Standard.

	MOD‑006‑0 R2. ‑ Compliance Enforcement Authority Notes (detailed):

	This section must be completed by the Compliance Enforcement Authority.

	Template

	Type detailed Compliance Enforcement Authority Notes Here:
	

	Record Additional Evidence Reviewed During Compliance Assessment, Date and 
	Version
	1. 
	2. 
	3. 





	R2. ‑ Statement Regarding Registered Entity's Compliance

	This section must be completed by the Compliance Enforcement Authority.

	Violation Risk Factor: LOWER

	Enter Violation Severity Level:	__________________

	For each Possible Violation Finding, Specify the following:
	
	Registered Function in violation: 
	
	Specify the nature of the possible violation in detail: 
	
	Specify the duration of the possible violation in detail: 
	
	Note: Provide as much detail as possible to help the enforcement staff develop 
	an audit finding summary for the source document in the record.





	Compliance Finding Summary for MOD‑006‑0

	This section must be completed by the Compliance Enforcement Authority.

	Violation Severity Level

	Requirement	VRF	Violation 	Level 1	Level 2	Level 3	Level 4	Not 
	Findings?	(Lower)	(Moderate)	(High)	(Severe)	Specified
	R1.	LOWER	Yes or No	_____	_____	_____	_____	_____

	R1.1.	LOWER	Yes or No	_____	_____	_____	_____	_____

	R1.2.	LOWER	Yes or No	_____	_____	_____	_____	_____

	R1.3.	LOWER	Yes or No	_____	_____	_____	_____	_____

	R2.	LOWER	Yes or No	_____	_____	_____	_____	_____

	Reliability Impact statement: One statement per possible violation
	
	Closing Presentation Points to include in the Compliance Assessment Exit 
	Briefing
	
	
	
	Method of Compliance Assessment:  
	[spot check, compliance audit, compliance violation investigation, etc.]
	
	Compliance Assessment Team Leader: 
	
	Compliance Assessment team members that reviewed the Reliability Standard: 
	
	Registered Entity personnel interviewed: 
	
	Interview questions: 






	Appendix 2

	Registered Entity responses to this Questionnaire and Reliability Standard 
	Audit Worksheet must be verified under oath.  Execute the form on the 
	following page.


	[Compliance Enforcement Authority acronym, Registered Entity, NCR Number, assessment date 
	[yyyy‑mm‑dd]]
	
	Registered Entity Name: _______________________
	
	
	County of 	_________________		)
	City of 	_________________		)
	
	
	VERIFICATION
	
		[NAME] being first duly sworn, states that [he/she] is [TITLE],[REGISTERD ENTITY]; 
	AND THAT [he/she] is authorized to execute this Affidavit; that [he/she] is familiar with the 
	[REGISTERD ENTITY]’s response to the questionnaire and Reliability Standard Audit Worksheet 
	(RSAW) issued by the North American Electric Reliability Corporation and/or the respective 
	Regional Entity(ies); that, to the best of [his/her] information, knowledge and belief, the statements 
	and supporting documents included in this response and appended to this verification are true and 
	correct as of the date of signing and will be updated on a continuing basis until final resolution of 
	the compliance assessment (such as, compliance violation investigation or audit), including final 
	resolution with respect to any alleged violation(s) of reliability standard(s) at issue.    
	
	
	
	
							[SIGNATURE]
							[NAME]
							[TITLE]
							[REGISTERED ENTITY]
	
		Subscribed and sworn to before me on the [DAY] day of [MONTH][YEAR].
	
	
	
							[SIGNATURE]
							Notary Public
	
	
	My Commission Expires:
	
	____________________
	


NERC QR Form 
[Compliance Enforcement Authority acronym, Registered Entity, NCR Number, compliance assessment date 
[yyyy‑mm‑dd]]
	The Compliance Enforcement Authority Notes contained in this document are labeled as 
	Template
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